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Privacy Policy for the usage of the PrimeTerminal Mobile app  

Information on the processing of your personal data: 

Please note that using the PrimeTerminal Mobile app technically requires the processing of your personal data. We 
have outlined below which personal data items will be processed and the way it will be used if you decide to install 
and use the PrimeTerminal Mobile app: 

1.) Personal data to be stored on our company servers based in Frankfurt/Germany: 

- the version number of your mobile device you use to run the PrimeTerminal Mobile app 

- the exact (day) time of your PrimeTerminal Mobile app login 

- the exact (day) time when alerts / push notifications are triggered 

The foregoing personal data mentioned under section 1.) is solely stored in order to continuously enable us to 
resolve occurring technical issues with the PrimeTerminal Mobile app. Hence this personal data remains on our 
servers and is not being deleted after the log-out process and/or after you have removed the PrimeTerminal Mobile 
app from your device. 

 

 
 2.) Personal data to be stored temporarily on your mobile device:  

- your specific username for the PrimeTerminal Mobile app  

- your specific password for the PrimeTerminal Mobile app  

- our internal application ID ("ID_App"), which enables us to identify and allocate you as user, and which is a 
prerequisite to use the PrimeTerminal Mobile app and connect it with our servers.  

The foregoing personal data mentioned under section 2.) is stored in order to connect your mobile device with our 
financial data back end, and to enable us to offer you the specific functionalities of the PrimeTerminal Mobile app at 
any time you use it. This personal data is being deleted from your device after the log out process, and/or after you 
have removed the PrimeTerminal Mobile app eventually from your device.  

Please also note that your personal data mentioned under both section 1.) and section 2.) is not being processed 
beyond the scope that is described above. Your personal data is not being transferred to other locations, not being 
passed on to other entities, and will solely be disclosed to those of our employees who require access to it in order to 
guarantee the successful operation of the PrimeTerminal Mobile app.  

Nonetheless, the PrimeTerminal Mobile app communicates with our servers via the internet. The internet may be 
attacked illegally by third parties. We protect our systems with very high standards, but we cannot entirely protect 
your personal data during the communication process outside our technical boundaries. Consequently, although 
such third-party interference is a very unlikely scenario, we cannot minimize the risk of misuse of your personal data 
entirely. 
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Consequently, in case you do not agree with our processing of your personal data described above under sections 
1.) and 2.), and/or you are not willing to bear the remaining risk of misuse of your personal data, which is beyond our 
scope of influence, you may decide not to install the PrimeTerminal Mobile app on your device.  

Please be aware of the fact, that as soon as you install the PrimeTerminal Mobile app, we consider the processing of 
your personal data described above under section 1.) and section 2.) approved.  

During the usage of the PrimeTerminal Mobile app, your personal data described under section 1.) is being stored 
and also remains stored on our servers. In case you decide to finally discontinue the usage of the PrimeTerminal 
Mobile app, you may inform us on your decision and explicitly request the deletion of any of your personal data 
stored.  

Please note that solely upon such explicit request we will delete any of your personal data stored on our servers.  

FactSet GmbH, Version 4.0, June 2019 

 

 

 


